# 网络管理员工作计划

**篇1：网络管理员工作计划**

计算机网络维护与管理工作内容：该工作主要包括公司计算机硬件的维护、采购和管理，保证公司计算机及相关网络产品的正常工作，公司计算机软件的安装和维护，软件使用过程中问题的解决，计算机及整个网络被病毒攻击的预防和控制，公司计算机相关产品的日常故障维护和共享设置，如打印机、复印机等。并积极防御。

(1)计算机硬件的更换、购买和维护。整体来看，公司电脑硬件出现问题的频率比较低。除了日常的简单故障维护，每台机器都尽量利用好自己的硬件，一些配置低的机器适当放大。公司采购的其他电脑配件基本都是小型电脑配件，大部分属于扩展和原厂配件损坏。硬件整体使用还是不错的。至于硬件，每三个月要进行一次全方位的机器保养，防止灰尘使硬件老化，出现问题。

(2)计算机系统和软件的维护。由于机器数量众多，日常故障很常见。电脑故障主要有：系统故障、网络故障、软件故障等。很多机器使用时间长，导致系统中存在大量垃圾文件，部分系统文件损坏，导致系统崩溃，重新安装系统。另外也有一部分是网络故障，线路问题。其他问题主要包括FTP服务器的连接和办公软件的使用。对于系统软件，每月应对系统软件进行一次全面的检查和维护。确保每台电脑都有备份，软件都有备份，保证在不可逆事件发生时，系统和软件能在最短的时间内恢复正常。

(三)公司计算机病毒的维护和预防。目前网络上的计算机病毒很多，传播渠道广泛。它们可以通过浏览网页、下载程序和邮寄来传播。对于病毒，确保公司每台机器都装有杀毒软件，每月定期进行必要的升级和测试，以便及时处理发现病毒的机器。被动防御使得处理问题及时、细致、准确。减少不必要的浪费。

**篇2：网络管理员工作计划**

本岗位目前主要有三大项主要工作内容：其一，计算机、打印机、电话、网络及办公设备护管理方面;其二，监控、数字电视、公司使用的各种系统的管理与维护。现对前期工作作如下总结和方案：

一、计算机、打印机、电话、网络及办公设备护管理方面工作内容：

此项工作主要包括公司计算机硬件的维护、管理，并保证公司计算机及相关网络产品的正常工作，公司计算机上软件的安装及维护，软件在使用过程中消失问题的解决，防治机器及整个网络被病毒攻击，以及公司计算机相关产品，例如打印机，复印机的日常故障维护及共享设置等。

公司目前一共近106台电脑，其中有50台品牌机，56台兼容机。主要的故障有：硬件故障，系统故障，网络故障，软件故障等。因兼容机皆是20xx年至20xx年出产的，许多机器由于长期使用，导致硬件老化过快，或系统中存在大量垃圾文件，系统文件也有部分受到损坏，从而导致系统崩溃，重装系统，另外有一些属网络故障，线路问题等。打印机方面因生产需要，过量使用打印机难免造成硬件损坏，打印机寿命缩短，这也是今年公司购买品牌电脑、打印机数目较大的重要缘由。且公司计算机及网络方面的管理状况较为混乱，另外，计算机管理也没有成文的管理制度，机器的配置较为混乱，所以我们对公司全部计算机都进行了具体的配置登记，并把每台机器责任到人，并重新整理线路，配置网络拓扑图，现公司网络运行良好!

二、监控、数字电视、公司使用的各种系统的管理与维护

自公司建厂之初布置完监控之后，近几年我IT室，在维护方面投入较大人力物力，但是，因监控线路环境造成线路老化，更换极为简单与不便，导致公司监控系统消失目前不完善状况。此问题我IT室将与部门经理协商后再拿出解决方案。数字电视一切正常!

IT室维护的系统有：消费系统，考勤系统，人事管理系统。今年年初我们对公司消费系统进行了一次“大清洗”，将系统内已离职员工的信息及一些其他无用信息进行了清除，为系统做了一次大瘦身，使消费系统工作速度提高，并与人事管理系统内的人员信息资料挂钩。同时与消费系统厂家协商，将系统升级开通了考勤系统，实现了公司智能消费卡一卡多用的功能。

三、20xx年度工作中存在的不足：

1、目前公司使用的各种系统软件使用方面仍存在一些不足，在今后会努力学习。

2、有时工作事情太多做事有头没尾，对工作按排不合理，没有主次之份。有时性子太急燥说话的语气不留意，和个别同事之间相处不融洽。对自己作息时间没有合理的按排。有时有点懒散，上班的时候会做一些跟工作无关的事。

**篇3：网络管理员工作计划**

我自\*\*年8月11日入职到现在已经六个多月，在这六个多月中，严格要求自己，恪守单位各项规章制度，与同事之间相处和睦；工作上，尽责尽责，不敢有丝毫懒惰。本岗位当前主要有两项主要工作内容：

其一，计算机及其网络保护管理方面，其二，学校网站保护工作及新郑二中校园网的建设。现对先期工作作以下总结和计划：

一、计算机及其网络保护管理方面的工作

工作内容：此项工作主要包含学校计算机硬件的保护、采买、管理，并保证学校计算机及有关网络产品的正常工作，学校计算机上软件的安装及保护，软件在使用过程中出现问题的解决，防治机器及整个网络被病毒攻击，及校园资源共享设置等。

达成状况：今年度此项工作的详细达成状况以下：

（一）、计算机硬件的改换，购买和保护状况

学校电脑硬件整个年度整体来讲，因是新购机器因此出现问题频次较少，每台机器除了平时的简单故障保护以外，硬件方面极少出问题，今年度计算机采买状况以下：

1、开学初配置多媒体 12套，供12个班级使用。

2、配置办公用电脑合计 15台左右。

3、有关计算机配件数套。

学校其余电脑配件采买方面基本上都是一些小的电脑配件，大部分属于扩容和原零件破坏等状况。由当事人写报告，教育处审批。整体硬件使用状况较好。

（二）、计算机系统及软件保护

学校电脑除掉微机室 XX台，办公用电脑计XX台左右，还有X套多媒体电脑，平时保护的基本为X台。因为机器许多，平时出现故障的状况较为常有，主要的电脑故障有：系统故障，网络故障，软件故障等，好多机器因为长久使用，致使系统中存在大批垃圾文件，系统文件也有部分遇到破坏，进而致使系统崩溃，重装系统，此外有一些属网络故障，线路问题等。其余软件问题主要包含杀毒软件的安装使用，office办公软件的使用等。

（三）、学校计算机病毒的保护与防备状况

当前网络计算机病毒许多，流传门路也较为宽泛，能够经过阅读网页、下载程序、邮件流传，为了做好防备举措，学校每台机器都安装了杀毒软件，并按期自动升级，对发现病毒的机器实时的进行办理。

半年来，学校机器中毒状况较为严重的主要有两次，一次是8月份，机器出现大面积中毒状况，主要波及有2/3的机器，中毒后的现象是机器杀毒软件被病毒攻击，防火墙没法配置，最后办理方法是每台机器断网进行杀毒，经过查杀病毒获得实时控制，并查明为橙色八月病毒，经过优盘及局域网流传，查杀后对全部杀毒软件前进升级，并保证后期正常使用。此外一次是近期出现的，因为没有实时防备，学校网络再次感染大批病毒，此次中毒现象是exe文件被感染，运转速度迟缓，共享文件夹自动复制病毒文件，此次病毒经过夜晚下班时期，对整个网络进行中止，每台机器查毒进行办理，已经全面获得控制。并恢复网络的正常使用，保证平时工作的进展。后期病毒防备方面必定要增强教师的防备意识，常常升级杀毒软件，并对机器进行按期杀毒。

二、学校网站保护工作及校园网络的建设

工作内容：学校网站建设主要包含学校网站的更新保护，以及校园资源网的建设。

达成状况：今年度此项工作的详细达成状况以下：

（一）、学校网站方面的建设状况，8月份入职以来开始着手建设学校网站，调整网站中存在的错误代码和填补整个网站内容，办理连结错误；实时增补必需信息，主要包含教育类的新闻及校内资源的上传。先期新郑二中网站是由李少意老师保护的，先期的网站框架已经基本成立，我接手网站保护后所主要做的就是进一步规划网站的建设和完美网站的内容。经规划和保护后，我校的接见量显然上涨，在新郑市五所高中中接见量初次打破万人次并远远超出其余兄弟学校，各位老师也开始踊跃利用校园网站促使教课工作。

（二）新郑二中校园网的建设

新郑二中校园网主要由这几个部分构成：1、新郑二中网站2、新郑二中内部ftp。为了成立新郑二中校内资源库，经网络主管领导同意，对网管专用机器进行升级，增大内存和容量。11月左右，新郑二中内部ftp网站基本成立，基本实现了上传和下载功能，同时为了网络安全方面的考虑及当今阶段学校的需求，校园ftp只好在新郑二中网络内部接见。同时与新郑二中网站密切联合，形成新郑二中资源库。同时，经主管领导赞同，在每个班级指定一个负责多媒体的班级网管，主要负责班级多媒体的管理，并兼任信息技术科代表，在每个办公室又教师自由报名的形式，让计算机技术相对较高的老师负责各办公室电脑的网络保护和管理。

年度工作中存在的不足：

1、学校计算机及网络方面的管理状况较为杂乱， 这此中有部分属职责还没有明确方面的问题，此外，计算机管理虽有成文的管理制度，但是管理方面比较杂乱，年末对学校全部计算机都进行了详尽的配置登记，并把每台机器责任到人，对机器配置的采买也进行了必定的控制，进而对设施方面进行有效控制。

2、学校当前软件使用方面仍存在一些不足，一方面是教师的计算机应用能力还有待提升，另一方面也是网络管理规划中存在部分问题。

明年工作计划：

本岗位作为学校一个服务性岗位，下半年工作要点可从双方面进行：

1、网站的保护建设开发，主要包含网站的进一步完美和优化， 让教师能轻松快捷地从学校网站能获得自己所需要的有关信息，在今年度，能够适合增强学校网站的对外的宣传工作。

2、开发保护好校园网，当今校园网已基本建成，下一步的主要工作就是进一步保护和更好的利用。，主假如在后期必定要做好保护工作，随时更新里面资源。让更多的教师利用校园网来方便的查找所需的各样资料。

4、校园计算机管理方面，主要包含校园计算机及网络的保护以及后期的拓展工作，保证教师在网络利用方面能正常展开工作，为教师提升工作效率供给一个稳固、便利的平台。

以上是我在信息网络管理岗位上 \*\*年度工作总结及\*\*年工作计划。相信新的一年必定会有新的成就，同时在新的一年里感谢学校正我的相信与支持。

**篇4：网络管理员工作计划**

2012年悄然而至，自从2011年8月份刚进入公司，刚开始接触化工企业、接触多晶硅行业、接触企业网络管理及维护。虽然我所熟悉的只是电脑硬件、软件及网络的基本维护，但领导给了我机会，公司给了我平台，让我有了一次尝试与展现的空间。我一定会更加的努力做好本职工作才是最大的回报，并且也是对自己的肯定。经过这一段时间的工作及陌生环境的磨合，专心钻研业务知识，努力提高理论知识和业务工作水平。遵纪守法，踏实工作认真完成领导交办的各项工作任务，使自己渐渐的融入和适应到新的工作环境中。过去的这几个月里在领导和同事们的悉心关怀和支持帮助下，通过自身的不懈努力，在思想、学习和工作等方面取得了新的进步。现将情况总结如下:

一、公司电脑日常维护工作

刚一开始接手工作的时候，发现公司大部分电脑都没有安装安全防护软件和升级系统补丁以及管理员权限随意开放，以至于员工随意安装插件及应用软件，致使公司局域网内电脑不便于管理、工作不稳定和系统崩溃，工作秩序被打乱，为此公司和个人工作经常受到影响。针对这种情况，我采取了以下措施：

1、先恢复良好的秩序。电脑使用时如发现故障和需更改设置，必须先上报公司网络管理员故障现象，由网络管理员判定后进行专业及针对化的操作，个人不能私自进行改动，进行这样做的目的避免由于人为的盲目操作使某一台电脑的故障影响整个局域网内的其它工作，使故障扩大化，并延长了解决问题的周期。

2、使入网用户使用统一的、经过安全测试的系统及应用软件，安装、设置统一的杀毒软件、防火墙等安全防护软件，且经过努力实践，并在每台机器上设定了自动系统补丁升级及定期查杀规则。

3、对个人的关键性数据资料、邮件进行路径转移备份，使这些数据远离危险故障点，避免意外丢失所带来的严重后果。操作系统进行常规定期备份，便于事后的还原。经过一段时间的贯彻和工作，先前的混乱现象得到有效控制，现公司的办公电脑，工作状态稳定，没有出现大面积的系统崩溃和故障。

二、网络的日常维护路由器及交换机的维护管理，确保公司网络运行正常，入网用户正常利用网络资源。加强路由器的规则设置，优化外网接口，使公司外网稳定有效地工作。

三、公司网络制度管理和完善，公司经过一段时间的运转，计算机管理也形成了制度，大家按章办事，使之成为一种工作习惯。还特地制作了乐山市永祥多晶硅有限公司电脑登记表及入网用户ip登记表等相关表格。使得公司资产和资源得到有效的管理和控制，杜绝管理上的失控和资产流失。

四、协助财务组完成计算机网络技术支持工作，由于网络管理员属于财务组的分支，所以我现属财务组部门人员。主要负责管理it方面的文件资料、负责计算机硬软件维护、网络布线等工作。经过公司领导安排、布置工作，财务组经理为首带领我们完成各项工作，部门工作稳定前进，协同配合默契。由于公司各项规章制度的形成及完善，公司正向规范化经营中稳定前进。总结2011年的工作，尽管有了一点点的进步和成绩，但在一些方面还存在着很多的不足。比如：遇到困难的时候与领导沟通不够等，这都有待于在今后的工作中加以改进在新的一年里，将百尺竿头，更进一步。

2012年的大致工作计划为：

1、在公司内部使用的erp系统是一种简便、有效的软件工作平台，为使之便于公司所有员工的工作、交流、探讨，发布公共信息，还需要不断的收集erp系统存在的不足之处。

2、加强对入网用户的计算机操作技巧及技术支持，统一提高全公司工作人员无纸化办公的专业化及工作效率。

3、系统地规范化入网用户的操作系统、系统软件、网络设置，做到高质高效地处理各类应急性问题。

下一年度工作目标：

1、加强入网用户在pc上的规范使用和操作技巧，做到个人pc安全，防范网络风暴。

2、完善我司erp系统在工作中的不足之处，收集疑问上报信息中心，使erp系统能更好的服务我司。

3、健全网络管理制度，做到精细化管理。

4、强化网络安全检查的力度，杜绝安全隐患。

2012年，是全新的一年，也是自我挑战的一年，我将努力改正过去一年工作中的不足，强化理论和业务学习，不断提高自身综合素质，把新一年的工作做好，为公司更好的发展尽一份力！

**篇5：网络管理员工作计划**

此项工作主要包括公司计算机硬件的维护、采购、管理，并保证公司计算机及相关网络产品的正常工作，公司计算机上软件的安装及维护，软件在使用过程中出现问题的解决，防治机器及整个网络被病毒攻击，以及公司计算机相关产品，例如打印机，复印机的日常故障维护及共享设置等，主动防御。

公司电脑硬件整体来讲，出现问题频率较少，每台机器除了日常的简单故障维护之外，硬件方面都争取做到物尽其用，对一些配置较低的机器进行适当的增容处理。公司其他电脑配件采购方面基本上都是一些小的电脑配件，大部分属于扩容和原部件损坏等情况。整体硬件使用情况较好。针对硬件方面，每隔3个月进行一次全方位的机器保养工作，以防止灰尘造成硬件的老化而导致问题的出现。

由于机器较多，日常出现故障的情况较为常见，主要的电脑故障有：系统故障，网络故障，软件故障等，很多机器由于长期使用，导致系统中存在大量垃圾文件，系统文件也有部分受到损坏，从而导致系统崩溃，重装系统，另外有一些属网络故障，线路问题等。其他问题主要包括FTP服务器的连接，office办公软件的.使用等。针对系统软件方面，每个一个月进行一次系统软件的全面检测与维护工作。做到每台电脑有备份，软件有备份，以确保出现不可挽回的事件时，用最短的时间使系统、软件恢复正常。

目前网络计算机病毒较多，传播途径也较为广泛，可以通过浏览网页、下载程序、邮件传播等。针对病毒方面，确保公司每台机器都安装了杀毒软件，并定期每月进行必要的升级与检测，对发现病毒的机器及时的进行处理。被动防御做到处理问题及时，细心，定位准确。减少不必要的浪费。

关于公司里的资料系统备份的工作，可储存的方法有光盘刻录及移动硬盘，好做备份的详细日期及资料情况并存档。

